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FRANCE CYBER MARITIME’S MISSION :

« Contribute to the strengthening of cybersecurity
of the maritime and port sectors»

Action 
1

Action 
2Develop a network of 
expertise in 

maritime cybersecurity

Operate the M-CERT (Maritime 
Computer Emergency Response 

Team) which provides information 
and assistance to all maritime and 

port operators

Foster the creation of high 
value-added services adapted to 

the needs of the industry

Increase the resilience of 
maritime and port 

operations to cyber threats
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OUR MEMBERSHIP BOARDS:

⚫ « Public-sector Actors » : administrations, 
state agencies and local authorities

⚫ « End Users » : operators in maritime and 
port sector from France and Europe

⚫ « Solution Providers » : qualified providers 
of cybersecurity solutions
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OUR COMMUNITY
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Membership Open to the 
European Maritime & Port Sectors in 2025



1. M-CERT: ANALYSING,  
SHARING AND PROVIDING 
ASSISTANCE

The M-CERT (Maritime 
Computer Emergency Response 
Team) is a national centre in 
charge of monitoring and 
analysing cyber threats as well 
as sharing information and 
providing assistance to the 
maritime and port sector.
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Maritime Cybersecurity 
Incidents Dataset

Twice-daily GNSS Inacurracy Map
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National and International Sharing Agreements
Regional

Maritime

Sectorial

International
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Motion Design M-CERT

https://www.youtube.com/watch?v=qch12r5R8SU


TAILORED CYBER 
SECURITY SOLUTIONS
FOR THE MARITIME 
SECTOR
With the support of its 
members, France Cyber 
Maritime analyzes the needs of 
maritime operators and advises 
them in order to identify the 
most suitable and efficient 
solutions.

2. DEVELOP A NETWORK OF EXPERTISE
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Maritime Bug BountyCatalogue of Services
Pooled & Shared M-SOC 

Project
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AWARENESS, 
EDUCATION & TRAINING 

IN MARITIME 
CYBERSECURITY

Oct 2024
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Technical WebinarsMaritime Fairs and Awareness Tours



CONTACTS
Xavier Rebour
Managing director
xavier.rebour@france-cyber-maritime.eu

www.france-cyber-maritime.eu

M-CERT
contact@m-cert.fr
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